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Introduction: the author investigates the problems of carrying out a special type of entrepreneurial activity —
advertising goods and services by public-media individuals on the Internet, through their personal accounts in social
networks. Formally, these individuals are not individual entrepreneurs they mention certain goods and services indirectly,
in the process of communicating with other users of social networks. Such an advertising business is based on the
analysis and accumulation of user search queries, because of which special computer algorithms are launched, and
instantly give this user numerous answers and suggestions about goods and services. In the current period, such remote
services in the information and communication network Internet are provided to users with the help of artificial intelligence.
Methods: a number of problems of using artificial intelligence are highlighted, the features of the legal responsibility of
the person who owns this computer-software resource, as a person who is an employer from the standpoint of labor law,
are revealed. Results: it is proposed to legislate the special entrepreneurial status of “self-employed in the information
and telecommunications network Internet”. A variant of a special tax regime for such entrepreneurial activity is proposed
too. The conclusion is substantiated that public-media individuals who have continuous Internet communications with
other persons in the number of at least 1 million persons on average per year should, by virtue of the law, be given a
special entrepreneurial status, provided that they do not have a written refusal from advertising activities. Compliance
with such a refusal and the actual non-implementation by a public media person of advertising activities in social
networks is also controlled by artificial intelligence.
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BBeIleHHe: AaBTOP UCCIICAYCT HpO6J'IeMaTI/IKy OCYILICCTBIICHUA ocoboro BHIa HpeI[HpI/IHI/IMaTEHBCKOﬁ JACATCIIBHOC-
TH — PECKIIaMHUPOBaHKA TOBAPOB U YCIIYT' HyGHHQHO-MeI[HfIHBIMH q)HSI/I‘IeCKI/IMI/I JIMIIaMHU B I/IHTepHeTe 4€pe3 UX JIMYHBIC
AKKayHTBI B COLIMAJIbHBIX CETAX. CDOpMaJ'[I)HO, YKa3aHHBIC (l)I/IBI/I‘{eCKI/Ie JIMa HE ABJIAIOTCA MHAUBUAYaJIbHBIMU IPEATIPU-
HUMAaTCIIAMHA, YITIOMUHAIOT T€ NJIM MHBIC TOBAPbI U YCIIYT' KOCBCHHO — B ITPOIIECCE 06H16HI/IH C IPpYruMHU MoJIb30BaT&IAMU
COLMAJIBHBIX CCT eil. Takoit peKIIaMHI:Iﬁ OM3HEC OCHOBAH Ha aHAJTN3E U HAKOTUICHHH ITOMCKOBBIX 3arpocoB HOHBSOBaTeHeﬁ,
B pE3YIILTATE pCarupoBaHs Ha KOTOPBIC 3aITyCKarOTCs ClICHUAJIbHBIC KOMIIbIOTCPHBIC aJITOPUTMBI U MTHOBEHHO BBIAAIOT
JIAHHOMY I10JIb30BaTEIF0 MHOI'OYUCIICHHBIC BAPUAHTBI OTBETOB U npezmomeﬂnifl 0 TOBapax U yciryrax. B ’IEKyH_lI/Iﬁ nepruoa

Matytsin D.E., 2022

— 78 Ilpasosas napaouema. 2022. T. 21. Ne |




D.E. Matytsin. Internet Space and Artificial Intelligence: Problems of Entrepreneurship and Law Enforcement

TaKU€ NJUCTAHIIMOHHBIC YCIIYI'H B I/]H(i)OpMaI_II/IOHHO-KOMMyI-H/IKaHI/IOHHOﬁ CCTH I/IHTepHeT OKa3bIBAIOTCA ITOJI30BATCIISAM
TIpy TOMOIIU UCKYCCTBEHHOI'O MHTEIJICKTA. MeToapl: BBIJICIICH pAn r[p06neM HCIOJIB30BaHMA HCKYCCTBCHHOI'O MHTEIJICKTA,
PaCKpbIBarOT 0COOEHHOCTH IOpHJIPI‘IeCKOﬁ OTBETCTBCHHOCTH JIMIIA, BJIaJCOUICTO JaHHBIM KOMIIbIOTEPHO-TIPOIrpaMMHBIM
PECYPCOM, KaK JIMA, ABJIAIOMICTOCA pa60rmz[aTeneM C MO3ULUI TPYAOBOIO ITpaBa. Pe3yJ'leaTl)I: Tpemiaracrcsa 3akoHoaa-
TCJIbHO 3aKpPEIUTH CHeHaTbHBIN HpeI[HpI/IHI/IMaTeJ'H)CKI/Iﬁ cratryc «CaMO3aHSATHIN B I/IH(l)OpMaHI/IOHHO-TeJ'IeKOMMyHI/IKaHI/I-
OHHOM CEeTH I/IHTepHeT Hpeﬂcr ABJICH BApHUAHT CIICIIUAJIbHOTO HAJIOIOBOI'O pEXKnMa JIJIst TaKou Hpe[[HpPIHPIMaTeJ'[LCKOﬁ JCA-
TenbHOCTU. BBIBOABI: OGOCHOBaHO, 4qTo Hy6J'IPI‘H—IO-MeL[HﬁHLIe (I)I/ISI/IIIGCKI/IG JiMIa, UMCIOIMEC HETIPEPBIBHBIC NHTCPHET-
KOMMYHHKAIMM C IPYTUMU JIMIIAMU B KOJIMYCCTBE HE MCHEC 1 MJIH YeJioBeK B CpE€aHEM 3a 1o, JO/DKHBI B CHITY 3aKOHA
HaZCIATBCA CIICHIMAJIbHBIM MPEAITPHUHUMATEILCKUM CTAaTYCOM ITPU YCJIIOBUH OTCYTCTBHUA UX ITMCBMEHHOI'O OTKa3a OT PCK-
JIAMHOM JIeSITEIIbHOCTH. CO6J'IIO}I€HI/IG TAaKOIo Orka3a u @amquKoe HEOCYHICCTBJIICHUC l'[y6J'[PI'~IHO-MeI[PII>iHHM JIMIIOM PCK-
JIAaMHOM JIEATEJIBHOCTH B COIMATBHBIX CETSIX JIOIDKCH KOHTPOJINPOBATH TAKKE I/ICK}’CCTBCI—I}IHﬁ HUHTCIUICKT.

KuroueBsble cjioBa: MeauiiHas JIMYHOCTh, UHTCPHCT, HCKYCCTBeHHLIﬁ HHTCJUICKT, pCKIaMa, aKKayHT, I10JIb30Ba-
TEIIN, MIPCANPUHUMATEIBCTBO, JICTUTUMALINA, HaJIOr000JIOJKEHHE.
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Introduction

Virtual property that exists only in a “digital
format” has economic value as well as material
things [8]. For example, VKontakte LLC has a
website with a domain name http://www.vk.com.
However, let us ask ourselves whether the actions
of vk.com are upon registration of its new user
by entrepreneurial activity. Although the procedure
for registering a user on this website (creating an
account) can be considered as an option for
concluding a gratuitous contract for the provision
of information services. In the process of
registering a user, VKontakte LLC does not make
a profit, that is, it is problematic to consider this
process as an entrepreneurial activity [5].

Considering the same question from the
perspective of the account user, we see that at the
same time potential advertisers may be interested
in a new user (especially if it is a public media
personality). After that, they can systematically
conclude commercial contracts with them for
advertising in their account. Here the question: what
is the legal characteristic of the actions of those
very public media personalities who “unobtrusively”
advertise services and goods through their accounts
on social networks, that is, contextual mentioning
that they use goods (services) of a particular
manufacturer (service provider) in the course of
their daily life.

Using this simplest example, it can be noted
that at the present stage, the signs of
entrepreneurial activity carried out on the Internet
are not defined; therefore, the allocation of such
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signs is significant [6]. The main problems in the
field of legal regulation of civil turnover carried
out on the Internet are related to the fact that for
the current period:

1) the circle of subjects that carry out
property turnover, entrepreneurial activity is not
defined (except for mass media and bloggers
registered as mass media);

2) the essential features of contractual
practice and entreprencurial activity on the
Internet have not been disclosed, as well as an
approximate list of activities (for example, the
provision of a domain name differs in legal
characteristics from advertising);

3) the issue of targeted advertising and
“unobtrusive” advertising — contextual mention by
public media personalities of goods (services) of
a particular manufacturer (service provider) has
not been settled;

4) the specifics of providing consumer loans
and financial services are not regulated (for
example, these are the activities of financial
organizations on the Internet, Qiwi wallet, Yandex
Money, which do not fall under the legal field of
public relations that regulate the activities of credit
organizations). At the same time, many
microfinance organizations provide loans online.

Materials and Methods

As part of the regulatory framework, the
Labor Code of the Russian Federation No. 197 of
30.12.2001, Federal Law No. 135-FZ 0£26.07.2006
“On Protection of Competition”, Law of the
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Russian Federation No. 2300-1 0of 07.02.1992 “On
Protection of Consumer Rights” were studied.
Judicial acts were also analyzed in terms of the
issues under study. The study of doctrinal sources
covers the scientific works of a number of Russian
scientists, among these are A.A. Frolov,
D.S. Silnov, A.M. Sadretdinov, E.V. Kiseleva et al.

The development of the content of the study
as a whole was carried out based on the
materialistic worldview and the universal scientific
method of historical materialism. General scientific
methods of cognition are applied: dialectical,
hypothetical-deductive method, generalization,
induction and deduction, analysis and synthesis,
empirical description. The research also uses
private scientific methods: dogmatic, comparative-
legal, hermeneutic, structural-functional, etc.

Results

Public regulation of competition in the
market of goods and services at the present stage
is also relevant, due to the high cost of advertising
in general, as well as the constant emergence of
new methods and types of advertising that require
legal regulation. The latter include, in particular,
targeted advertising, which allows you to
broadcast ads about goods and services in which
this audience is interested to a certain target
audience. The interests of the audience are
analyzed and systematized based on publicly
available information from the profiles of Internet
users by artificial intelligence algorithms [12].
The difference between targeted advertising and
“unobtrusive” (contextual) advertising placed on
social networks is that when creating targeted
advertising, user data is used, and in the case of
contextual advertising, keywords that the user
enters into the search bar.

Currently, the main legal problems with the
use of targeted advertising seem to be the
following.

1. The use of conditional personal data of
users (since advertising is formed based on
analyzed user requests). At the same time, such
personal data, although illustrating the peculiarities
of the user’s interests, do not fall under protection
as personal data. At the same time, in the context
of the development of cybercrime, the free use
of search query data by third parties can lead to
an increase in the number of cases of fraud, as
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well as intrusive advertising. This implies the need
to regulate the access of third parties to search
queries (the exception is the access of law
enforcement organs).

2. The use of other people’s names,
trademarks, brand names, etc. when creating
advertising, since it is based on user requests
(appeals to goods or services of a specific type
and specific economic entities) that targeted
advertising is developed [7]. In fact, targeted
advertising implies the use of information about
those goods and services (and the economic entities
providing them) that are most interesting to the user,
potential consumer, that is, direct use of information
about the popularity of goods and services of a
particular type or manufacturer with the consumer.

This feature of targeted advertising at the
present stage seems to require regulation, since
the creation of such advertising is based on the
use of information about other advertised goods
and services. Thus, other people’s trademarks
are used as an “information source” when
creating targeted advertising. At the same time,
in the legislation and practice of applying the
norms, this feature is not considered as a sign of
unfair competition, which seems to be some
omission, this causes difficulties in law
enforcement practice [10; 11].

For example, targeted advertising that
contains the brand name of another organization
(someone else’s trademark) is recognized in one
of the definitions of the Federal Antimonopoly
Service as not conforming to the norms of
legislation [3]. In the case under consideration,
the Federal Antimonopoly Service received a
complaint about the fact that a legal entity uses
part of a trademark in targeted advertising.

Considering the issue of using targeted
advertising, the Federal Antimonopoly Service, in
particular, indicated that based on paragraph 1 of
Article 14.6 of the Federal Law “On Protection
of Competition” unfair competition in this way is
not allowed. In a way that may mislead a potential
consumer when mixing services provided by an
economic entity with goods and services provided
by another economic entity or a competitor when
using a similar trademark, commercial designation,
country of origin or brand name [4]. In particular,
the Federal Antimonopoly Service pointed out the
impossibility of using trademarks and other
designations and names in the Internet information
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and telecommunications network, including
placement in a domain name and when using other
addressing methods, when organizing advertising
activities. The last reservation of the law
enforcement officer indicates the actual
impossibility of using targeted advertising, because
the concept of “other ways of addressing”
introduced by the Federal Antimonopoly Service
itself is rather vague.

It should be noted that the decision of the
Federal Antimonopoly Service in the above case
was influenced by the use of someone else’s
trademark, and not by the fact of using targeted
advertising. A similar situation occurs in the
materials of the Decision of the Arbitration Court
of the Perm Territory dated 03/19/2020 in case No.
A50-32717/2019, during the preparation of which
the case of illegal use of the trademark “system
vector psychology” in targeted advertising was
analyzed. In this case, there was also a reference
specifically to the illegal use of the trademark, and
not to the use of targeted advertising tools as
such [15]. Therefore, the indication of the
impossibility of advertising in the domain name
clearly indicates that the use of targeted advertising
by the Federal Antimonopoly Service equates to
one of the methods of unfair competition.

In the practice of judicial law enforcement,
various contradictions arise that require the
development of a unity of approaches. In this
regard, the analysis of the specifics of the practice
of judicial enforcement, in particular, electronic
evidence and their accounting by the court is quite
relevant. In court procedures, witness testimony
is not taken into account in case of non-
compliance with the simple written form of the
transaction, provided that this form of transaction
is established in the law for the simple written
form of deals [16].

The fact of committing any actions under
the transaction, if there is a need for compliance
with a simple written form for its type, will not be
established by the court only based on testimony
alone when presenting written evidence that
refutes this fact [2]. In particular, the borrower’s
receipt, promissory note or other document
certifying the transfer of a certain amount of
money (thing) from the lender to the borrower,
they serve as such written evidence that confirms
the conclusion of the loan agreement and regulates
its terms [1].
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Article 162 of the Civil Code of the Russian
Federation provides for the recognition of a
transaction as invalid only if it is directly specified
in the law or contract (direct instructions, in
particular, are contained in Articles 331, 362, 820,
940, 1028 of the Civil Code of the Russian
Federation, etc.). Failure to comply with a simple
written form of the transaction, executed in the
form of a contract, entails the invalidity of the
deal. This agreement is considered null and void.
In addition, it is within this framework that
electronic evidence can be presented to the court
in the event of a dispute — for example, an
electronically executed contract, or a
correspondence agreeing on the terms of the
parties for a specific contract or deal. For
example, the court found that the invalidation of
one part of the disputed clause of the contract
will not affect the fulfillment by the parties of their
obligations under the contract, and the recognition
of this contract as invalid does not entail the nullity
of other terms of the contract [13]. The norm of
paragraph 2 of Article 167 of the Civil Code of
the Russian Federation assumes the main legal
consequence of the invalidity of transactions: each
of the parties is obliged to return to the other party
all the property received under the transaction.
That is, if the transaction is declared invalid, the
parties return to the property position that was
before the deal.

When resolving disputes over the above-
mentioned deals, the following requirements have
been formed for the acceptance of electronic
documents as written evidence:

— accessibility to human perception
(readability, ability to understand the meaning);

— reliability of the method of preparation,
storage and transmission of electronic evidence;

— reliability of the method of identification
of the originator of the evidence;

— the correctness of the form and features
of the information fixation procedure [9].

As part of the assessment of Russian judicial
practice in the field of intellectual property rights
protection in the conduct of business activities on
the Internet, including copyright for advertising, a
number of the following main problems can be
identified.

1. The complexity of proving the fact of
infringement of the right within the framework of
the fact that many symbols, letters, drawings, ideas
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are used by different copyright holders and
somehow have elements of similarity, and
multimedia products may structurally include
intellectual property products for which copyrights
have already been registered.

2. Problems of evaluation of individual
evidence in court (for example, the failure of the
court to accept video recordings as evidence, the
lack of evaluation of individual evidence, etc.).

3. Insufficient volume of court decisions in
practice [12].

Development of machine-readable law, the
concept of which was approved in 2021. By the
Government of the Russian Federation, it could
significantly increase the level of law enforcement
in controversial cases. At the same time, business
entities, thanks to digital platforms based on this
technology, could automatically check whether
legal documents, including contracts and contracts,
are drawn up correctly. Currently, the technology
of machine-readable law is partially used in the
operation of video recorders on the roads. Here
it is necessary to clarify that a machine-readable
right is implemented and created, among other
things, by means of artificial intelligence.

Note that the Labor Code of the Russian
Federation regulates the relationship between an
employee and an employer; however, if an artificial
intelligence acts as an “employee” who produces
goods (services) for his “employer”, a situation
arises in which it is problematic to consider the
relationship as labor [17]. Artificial intelligence from
an economic standpoint can be considered as a
kind of means of production; however, from the
standpoint of labor law it is impossible to accurately
answer the question whether artificial intelligence
is an object or a subject of labor relations. The
features of artificial intelligence that indicate the
possibility of considering it as a subject of labor
relations are the performance of socially useful
activities (production of goods, provision of services
that are consumed in society), as well as the ability
to self-study, improve their activities. At the same
time, the fact that artificial intelligence does not
have a biological life and a strong-willed human
personality as such does not allow us to consider
artificial intelligence as a subject of labor relations.

In the process of property turnover, the
transition of artificial intelligence from one employer
to another becomes a significant problem. For
example, if one employer has created a program
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that produces services, which is transferred to
another employer for use, and the latter has
significantly improved the quality and increased its
profit from the services provided due to the self-
learning properties of artificial intelligence. Here it
is quite problematic to assess the scope of the rights
of one and the second employer to these
improvements. Artificial intelligence itself is an
object of intellectual property, and at the same time,
it independently produces intellectual property —
for example, it creates new algorithms,
technologies, etc. In this regard, the problem is the
assessment of the possibility of artificial intelligence
to act as a “subject” of copyright for the
technologies, know-how or elements created by it,
which is regulated by civil legislation. From this
point of view, artificial intelligence, which itself is
the property of its “employer”, produces an object
of intellectual property.

From the point of view of formal logic, this
implies the automatic right of the “employer” of
artificial intelligence to the objects of intellectual
property created by the latter, since this result
of intellectual activity can be considered as
official. However, if an individual employee acts
instead of artificial intelligence, then he can
alienate the rights to the created technology or
know-how only voluntarily and for remuneration.
Undoubtedly, artificial intelligence is not a subject
of civil law will.

Within the framework of quality control of
functions and created electronic-virtual and
information products and services by artificial
intelligence, the following problem can be identified.
In particular, in accordance with civil law, the
employer is responsible for the harm caused by his
employee. The problem of regulating these relations
is that the distribution of responsibility of the
organization and the employee is regulated not only
by the norms of administrative law, but also by the
norms of civil and labor law.

The liability of a legal entity or a citizen
(individual entrepreneur) for harm caused by its
employee is regulated in general by Article 1068
of the Civil Code of the Russian Federation [14].
At the same time, there are quite a large number
of regulations that somehow relate to the issue of
regulating the liability of legal entities for the
actions of their employees (first of all, these are
laws regulating the financial sphere, for example,
the work of banks, insurance companies, etc.).
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In addition, it should be noted that the offense of
a legal entity in all cases is a specific individual -
the head, chief accountant, ordinary employee,
the sanction for which is somewhat lower, since
the legislation on administrative offenses provides
for lighter penalties for misconduct of individuals.

Within this framework, the institute of
administrative responsibility of legal entities differs
in that one of the legal problems in it is the problem
of distinguishing the responsibility of an individual
and a legal entity. In addition, it is quite a difficult
task that a legal entity is not actually protected
from the actions of its employees in any way,
unless it is proved that the employee committed
an offense for personal purposes, and not for
providing additional benefits to the legal entity.

For example, it is quite problematic to prove
the fact that the chief accountant of a commercial
organization, having decided to get personal benefits,
used his position as an employee of the organization,
and at the same time the head of the organization
did not know about his actions. In such cases, quite
often-legal entities are wrongfully held liable. It is
also quite difficult to prove the part of the offense
that is interpreted as an action or inaction. In fact,
an organization cannot have an expression of will,
and it is possible to characterize its action or inaction
only in relation to a specific individual — as a rule,
the head or chief accountant. At the same time, it
is also quite difficult to prove that, for example, the
head actually instructed his colleague, the chief
accountant, to perform the action prescribed by
law (to submit documents or appear in the case of
a tax audit, etc.). Quite often, the manager can
shift the blame to his employees, which implies their
punishment, and not the punishment of the
organization.

With regard to artificial intelligence, the
employer does not exclude an unlawful “shifting” of
blame on it, such as, for example, a reference to a
technical error that led to violations of the rights of
consumers of products or services [18]. However,
the question arises as to how significant the degree
of the employer’s guilt is. If, in the event of such a
situation with an individual employee, the court
determines the employee’s guilt and the amount of
damage (for example, in the framework of a
recourse claim from the employer to the employee
after the employer reimburses the damage). In case
of harm caused due to an artificial intelligence error,
the employer has the opportunity to evade
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responsibility. At the same time, the courts in such
cases can fully consider only the employer’s fault,
which also violates his rights.

The situation is caused by the fact that the
employee actually carries out the activity (hence,
the activity that caused harm) at the direction and
(or) under the control of the employer, i.e. fulfills
his will. Within the framework of the judicial claim
practice on the liability of legal entities for the
actions of their employees, it often does not matter
whether the employment relationship is properly
formed. However, artificial intelligence, although
it fulfills the will of the employer, has no human
will, unlike an individual, and therefore it is
problematic to consider it as a potential subject
capable of bearing responsibility in labor and civil
law. There is also no clarity in solving the problem
of dividing the responsibility of the employer and
artificial intelligence if, during the functioning of
the latter, due to a technical error, consequences
corresponding to the composition of an
administrative or criminal offense have arisen.

For example, if, as a result of violation of
the established rules, environmental damage was
caused, which turned out to be so significant that
it provides for criminal liability for the head of the
organization and persons responsible for
compliance with the relevant norms and rules.
Alternatively, in case of violation of safety
regulations, fire safety, if it caused harm to health,
caused the death of other persons, the mechanism
of bringing such persons to responsibility is not
fully understood. Since their own guilty behavior
(a mandatory feature of the corpus delicti in
accordance with criminal law) is, absent in this
case. There is only a “conditionally guilty”
behavior of artificial intelligence, which cannot be
the subject of a criminal offense.

It is assumed that the employer and other
responsible persons should be responsible for the
actions of artificial intelligence. At the same time,
the functioning of artificial intelligence and its
“behavior” may not be controllable, and the fault
of the head of the organization, if he followed all
the established rules and regulations, will be
absent.

Conclusion

There are a number of problems with the
use of artificial intelligence; there are features of
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the legal responsibility of a person who owns such
a complex intellectual computer-software
resource as a person who is an employer from
the standpoint of labor law. At the same time, a
number of problems of law enforcement are
highlighted both by executive authorities and in
courts when resolving disputes.

It is reasonable to single out a special type
of entrepreneurial activity — advertising of goods
and services by public-media individuals, in the
information and communication network Internet,
through their personal accounts on social
networking websites. Despite the fact that these
individuals are not legally individual entrepreneurs,
they systematically and for making a profit mention
certain goods and services indirectly, in the process
of communicating with other users of social
networking websites. Advertisers base such an
advertising business on the analysis and
accumulation of user search queries, because of
which special computer algorithms are launched,
and instantly give the next user numerous answers
and suggestions about goods and services. Such
mass remote services in the information and
communication network Internet are provided to
an unlimited number of users mainly by artificial
intelligence.

According to the authors, public-media
individuals who have continuous Internet
communications with other persons through a
personal account on a social network website in
the number of at least 1 million persons on average
for 1 year should, by virtue of the law, be given a
special entrepreneurial status, provided that they
do not have a written refusal from advertising
activities. Compliance with such a refusal and the
actual non-implementation by a public media
person of advertising activities in social networks,
as well as the implementation of activities, should
also be controlled by artificial intelligence.
Counting and monitoring the actual availability of
the number of users within 1 million persons or
more on average for 1 year is also artificial
intelligence. The authors propose to fix a special
entrepreneurial status in the law for the designated
public-media individuals — “self-employed in the
Internet information and telecommunications
network”. It is also necessary to fix in the law
the option of a special tax regime for such business
activities. According to the authors, this should
be an imputed tax regime: 1 kopeck for 1 regular
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user per year in each account of a “self-employed
person on the Internet information and
telecommunications network”.

The use of artificial intelligence and the
allocation of this new type of entrepreneurial
activity of individuals in the Internet information
and telecommunications network, the
legitimization of this business, including its
taxation, will correspond to the high level of legal
regulation of public relations and communications
of the modern society of the Russian jurisdiction.

NOTE

! The study was carried out at the expense of a
grant from the Russian Science Foundation (project
No. 20-18-00314 “Transformation of Public Relations
in the Context of Industry 4.0: Legal Prevention”™).
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